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Setting the Scene





(e) FAILURE TO PRESERVE ELECTRONICALLY STORED INFORMATION. If electronically stored 
information that should have been preserved in the anticipation or conduct of litigation is 
lost because a party failed to take reasonable steps to preserve it, and it cannot be 
restored or replaced through additional discovery, the court:

(1) upon finding prejudice to another party from loss of the information, may 
order measures no greater than necessary to cure the prejudice; or

(2) only upon finding that the party acted with the intent to deprive another party 
of the information’s use in the litigation may:

(A) presume that the lost information was unfavorable to the party;

(B) instruct the jury that it may or must presume the information was 
unfavorable to the party; or

(C) dismiss the action or enter a default judgment.

Why Preserve?
Duty to Preserve – FRCP 37(e)



Rule 37 – Failure to Preserve



Case Law – Failure to Preserve
In re Google Play Store Antitrust Litigation, Case No. 21-md-02981-

JD, 2023 WL 2673109 (N.D. Cal. Mar. 28, 2023),
• Plaintiffs inquired about a lack of Chat messages in Google’s document productions during the discovery phase of the 

multidistrict litigation. Google waited several months to respond and inform plaintiffs and the Court that Google Chats 
at the company are set to auto-delete after 24 hours, and that the company made no effort to suspend the auto-
deletion even after the litigation had commenced. Google instead relied on individual employees under litigation hold 
to determine the necessity of preserving their Chats. 

• Judge found that Google’s failure to take steps to preserve internal communications on its Chat message system 
constituted “inten[t] to subvert the discovery process.”  The court found that sanctions were warranted, based on 
several factors:

• Google’s obfuscation over its Chat retention procedures: The Court’s Standing Order for Civil Cases 
required parties to take “necessary, affirmative steps” to preserve documents related to the case. Google never 
informed the Court or the plaintiffs of its position that it was not required to preserve Chats at an enterprise level, 
and “falsely assured” the Court in a case management statement that it had taken appropriate steps to preserve 
evidence without mentioning the Chats. Google did not reveal its approach to Chats until directly questioned 
about it by plaintiffs, and then only responded to the question many months later.

• Google’s intentionality in not preserving Chats: The Court found it clear from the record that individual 
employees at Google were conscious of the litigation risks inherent in written communications and valued the “off 
the record” nature of Chats. Google could have preserved Chats at an enterprise level, but made the decision not 
to do so.



The Trigger – When to Preserve

One of the principal rules of preserving data is that when an organization reasonably anticipates litigation (as 
either the initiator or the target of litigation), the organization has a duty to undertake reasonable actions to 
preserve data relevant to the parties’ claims and defenses and proportional to the needs of the case.   

The standard sounds simple enough but the application to practice is more than ambiguous. The answer lies 
within the meaning of the term “reasonably anticipated,” and the meaning can vary from case to case. Common 
sense might indicate that the duty to preserve evidence is triggered when a lawsuit is filed. The fact of the matter 
is that the duty can arise even before a lawsuit is filed if a party is on notice that future ligation is likely. 

The Sedona Conference, Commentary on Legal Holds, Second Edition: The Trigger & The Process, 20 SEDONA 
CONF. J. 341 (2019). Cache La Poudre Feeds, LLC v. Land O'Lakes, Inc., 244 F.R.D. 614, 621 (D. Colo. 2007).



Practical Advice– When to Preserve

Implement a legal hold at the first inkling of litigation – doesn’t mean a complaint has been filed!

“In the usual situation, ‘the obligation to preserve evidence arises when a party has notice that the evidence is 
relevant to litigation or when a party should have known that the evidence may be relevant to future litigation . . . 
Thus, the duty to preserve evidence arises ‘most commonly when suit has already been filed, providing the party 
responsible for the destruction with express notice, but also on occasion in other circumstances, as for example 
when a party should have known that the evidence may be relevant to future litigation.’”
Herbert v. Lynch, No. 722CV6303NSRVR, 2024 WL 20942, at *5 (S.D.N.Y. Jan. 2, 2024)

Jim and Julian, what does the Trigger look like for you?



What to Preserve
Take a step back 

to the 
Identification 

stage to locate 
sources of ESI 
and determine 

its scope, 
breadth and 

depth



Custodial and IT Interviews

Interviews with custodians – individuals with relevant information – and IT to understand:

- Who: who has relevant data?

- What: what type of data is there? 
- Email – what provider and what types of licenses does the company have
- Share Drives – what archival processes are in place, what happens to former 

employee data, etc.
- Cell phones – what types of cell phones are used and are they company issued
- Messaging applications
- Social media

- Where: where is the information?
- Are archives and backups on prem or in the cloud

- When: when were the relevant custodians employed, when is data deleted under data 
destruction policies, etc.



Data Mapping

Data mapping involves creating a comprehensive 
inventory of an organization’s potentially discoverable 
data. 

Data maps for eDiscovery should generally include the 
types and formats of data that the organization has as 
well as the locations, custodians, and record-retention 
requirements of that data.



Practical Advice – What to Preserve
Go broad . . . But not too broad

The scope of the duty to preserve is broad, and includes evidence the defendant 
should have reasonably foreseen would be relevant to a potential claim or action.
Martin v. Stoops Buick, Inc., No. 114CV00298RLYDKL, 2016 WL 1623301, at *5 (S.D. 
Ind. Apr. 25, 2016)

Though a party need not preserve all documents in its possession—again, 
perfection is not the standard—it must preserve what it knows and reasonably 
ought to know is relevant to possible litigation and is in its possession, custody, or 
control.
DR Distributors, LLC v. 21 Century Smoking, Inc., 513 F. Supp. 3d 839, 929 (N.D. Ill. 
2021)

Jim and Julian, what does your preservation workflow look like?



How to Preserve – Litigation Holds

The process by which companies instruct their employees to 
preserve specific data for potential litigation. 

Neither an internal employee nor another relevant individual 
(both referred to as a custodian) can delete or destroy the data 
— whether it’s electronically stored or on paper — without the 
risk of the organization facing legal ramifications. 

It’s absolutely crucial for organizations to implement a legal 
hold process that is defensible, repeatable, and efficient.







Understand What Data is Under Your Control
• FRCP 26(a)(1)(A)(ii) requires parties to provide “a copy—or a description by category and 

location—of all documents, electronically stored information, and tangible things that the 
disclosing party has in its possession, custody, or control and may use to support its claims or 
defenses, unless the use would be solely for impeachment.”

• FRCP 34(a)(1) permits a party to serve on any other party a request “to produce and permit the 
requesting party or its representative to inspect, copy, test, or sample the following items in the 
responding party’s possession, custody or control.”

• FRCP 45(a)(1)(A)(iii) requires the recipient of a subpoena “to do the following at a specified time 
and place: attend and testify; produce designated documents, electronically stored information, 
or tangible things in that person’s possession, custody, or control; or permit the inspection of 
premises.”

• Courts have also held that the concept of possession, custody, and control also implicates Rules 
33 (Interrogatories to Parties), 30(b)(6) (notice or subpoena directed to an organization), and 
37(e) (failure to preserve electronically stored information).



Understand What Data is Under Your Control

• Legal Tests to Determine Possession, Custody, and Control – depends on jurisdiction

– The legal right standard has been described by courts as the legal right to control or 
obtain the documents upon demand.

– The legal right plus notification standard requires that parties must not only have 
the legal right to obtain the information but must notify the opposing party about 
potentially relevant information that is held by third parties.

– The practical ability standard requires a party to preserve, collect, search, and 
produce documents and ESI irrespective of that party’s legal entitlement or actual 
physical possession of the documents if a party has the “practical ability.”



Understand What Data is Under Your Control

The court found that two defendants, HH and HHC, did not have 
possession, custody, or control of HotSOS data. This decision was based 
on the lack of evidence showing their ability to access, control, possess, 
or demand the data, thus relieving them from a duty to preserve the 
data under Rule 37(e) Plaintiff
Wilson v. HH Savannah, LLC, No. CV420-217, 2022 WL 3273718, at *4 
(S.D. Ga. June 1, 2022)

Jim and Julian, how do you issue litigation holds, what do your holds 
look like, and how do you ensure continued compliance?



Litigation Holds – Practical Advice

• Understand your data – involve IT, talk to your 
colleagues/relevant custodians

• Suspend automatic deletion
• Be broad in your application of the litigation hold
• But balance the cost/risk of over-casting the litigation hold 

with the risk of spoliation
• Ensure continued compliance


